**ОСТОРОЖНО-КИБЕРМОШЕННИКИ!**

 **ПРОКУРАТУРА ИВАНОВСКОЙ ОБЛАСТИ ПРЕДУПРЕЖДАЕТ**

 **ЗВОНИТЕ В ПОЛИЦИЮ 02 (102)!**

**ЗАПОМНИТЕ САМИ И РАССКАЖИТЕ БЛИЗКИМ !**

**Купля-продажа в сети Интернет**

**НЕ ПОДДАВАЙТЕСЬ НА УЛОВКИ:** **мошенники-покупатели** спрашивают данные на обратной стороне банковской карты и (или) смс-код якобы для перечисления денегза товар, предоплату за аренду, предлагают помощь в совершении каких-либо операций у банкомата.

**НЕОБХОДИМО:** незамедлительно прекратить разговор и обратиться в полицию.

**ЗНАЙТЕ!** кибермошенники обладают психологическими приёмами введения в заблуждение, могут обладать информацией о Вас и Ваших близких, и даже отправлять сообщения в социальных сетях с ложной страницы Вашего родственника. **ИХ ЦЕЛЬ** – завладеть **ВАШИМИ ДЕНЕЖНЫМИ СРЕДСТВАМИ!**

**НЕОБХОДИМО:** прервать контакт с собеседником, перезвонить родным и узнать, всё ли у них в порядке.

**НЕ ПОДДАВАЙТЕСЬ НА УЛОВКИ:**

мошенники пытаются убедить вас от имени банка взять кредит или перевести деньги на «защищённый счет»;

вам поступает просьба назвать реквизиты банковской карты, Ф.И.О. владельца, срок её действия, защитный код с её обратной стороны и поступающие на Ваш телефон смс-коды.

**ПОМНИТЕ: ЭТО МОШЕННИКИ!** **Настоящие сотрудники банка сами Вам не позвонят и такую информацию по телефону не запросят.**

**НЕОБХОДИМО:** немедленно прервать разговор и позвонить по номеру 900, либо посетить ближайшее отделение банка для сообщения о случившемся.

гражданам, имеющим престарелых родственников, соседей, знакомых **НЕОБХОДИМО:**

1.разъяснить, какие способы мошенничества бывают

прекращали диалоги с мошенниками
звонили родственникам или в полицию

2. предупредить, чтобы

3. предложить свою помощь в снятии с карты денежных средств

ЕСЛИ КИБЕРПРЕСТУПНИКОМ ВСё-ТАКИ БЫЛА ПОЛУЧЕНА ИНФОРМАЦИЯ О БАНКОВСКОЙ КАРТЕ, **НЕОБХОДИМО:**

1. позвонить в банк по телефону, указанному на карте и заблокировать её.

2. обратиться в банк с заявлением о возврате денежных средств в тот же день

 **для предотвращения** ситуации, в которой Вы можете стать потерпевшим от мошенничества:
1. рекомендуем **не распространять** сведения о мобильных номерах с привязкой их к анкетным данным в сети Интрернет.
2. при размещении объявлений не указывать рядом с номером сотового телефона Имя и Фамилию, адрес, другую **личную информацию.**