

Заманчивые объявления с вакансиями: крупная фирма, высокая зарплата, работать надо не много, требования к соискателю несущественные или их вовсе нет, Вас готовы всему научить.

Однако стоит ли доверять таким объявлениям?

**Чтобы не попасться на уловки мошенников, важно помнить.**

Потенциальный работодатель просит что-то оплатить.

Предоплата за оборудование, плата за обучение или депозит безопасности — требование вложиться во что-то является серьезным признаком того, что вас пытаются обмануть.

Мошенники могут использовать фишинговые сайты.

Анкеты или объявления о работе могут быть размещены на мошеннических сайтах, под видом известных брендов. Часто такие ресурсы используются для сбора персональных данных или для финансовых махинаций.

❗️Сокрытие истинной сути работы и посредничество в незаконной деятельности

Это самый опасный вид мошенничества, но если внимательно читать описание вакансии, его несложно вычислить.

Как правило, это минимальные требования к кандидатам, но при этом высокая зарплата, гибкий график и крайне лояльные условия работы.

Примеры опасных вакансий:

❌Операторы по приему платежей, в чьи обязанности входит принимать какие-то платежи, а затем отправлять их другим людям (вас могут использовать как посредника при выводе денег с каких-то счетов в любых целях).

❌Курьеры с высокими зарплатами: очень важно убедиться в том, что работодатель — серьезная компания, и точно знать, что именно нужно доставлять. Небезопасно работать на физических лиц и в сомнительных компаниях, развозя запечатанные пакеты (велика вероятность, что в них могут находиться запрещенные вещества).

⚡️⚡️⚡️Как обезопасить себя во время поиска работы?

Не передавайте малознакомым людям личные данные заранее, с сомнением относитесь к слишком «выгодным» предложениям, обсудите вакансию с близкими, проверьте будущего работодателя, а также адрес сайта компании, не оплачивайте сомнительные услуги.