Уважаемые жители 

города Оренбурга!

Ежедневно увеличивается количество интернет-площадок и сообществ в социальных сетях для продажи и покупки различных товаров и оказания услуг. Растет и интерес мошенников в этой сфере. Жертвой преступников может стать как покупатель, так и продавец.


Правоохранительные органы всегда готовы прийти на помощь пострадавшим от действий преступников, но самый лучший способ борьбы с преступлениями - Ваша правовая грамотность и бдительность!
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                  Прокуратура Центрального района 

г.Оренбурга

г.Оренбург, ул.Гая, 23

тел. 44-07-23

Отдел полиции № 2 

МУ МВД России «Оренбургское»

г.Оренбург, ул.Полигонная, д. 1/1

Тел.79-69-00
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ПРОКУРАТУРА ЦЕНТРАЛЬНОГО РАЙОНА Г.ОРЕНБУРГА
«КАК НЕ СТАТЬ ЖЕРТВОЙ ИНТЕРНЕТ-МОШЕННИКОВ»
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Наиболее распространенными способами интернет-мошенничества в сфере купли – продажи являются:

1) Требование предоплаты за товар.

Продавец - мошенник отказывается встречаться лично и готов продать товар только посредством пересылки его по почте при условии полной или частичной оплаты. Мошенник может мотивировать покупку товара большим количеством желающих купить его. Будьте бдительны! После перевода денежных средств ни товара, ни денег Вы не увидите. Продавец перестает отвечать на звонки и удаляет аккаунт.

2) Покупка авиабилетов и билетов на концерты.

Мошенники создают свой сайт или группу в социальной сети, либо точную копию известного сайта с разницей в 1 букву или цифру. При этом в реквизитах указывает свои банковские счета. Если Вы не уверены в подлинности сайтов, откажитесь от покупки.
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3) Передача личных данных.

Продавец или покупатель пытаются выяснить у Вас персональные данные - номер и код банковской карты, фотографию паспорта и т.д. По этим данным мошенники могут осуществить перевод денежных средств либо оформить на вас кредит.

4) Получение работы путем обязательной предоплаты.

После звонка по объявлению Вас просят внести небольшую сумму денег под различными предлогами: «прохождение обучения», «заключение договора», «оформление медицинской книжки», «пропуск в здание» и т.д. После перевода денежных средств работодатель перестает выходит на связь.

В случае если вы все-таки стали жертвой мошенников, вам необходимо незамедлительно обратиться в полицию. Вы вправе обратиться с заявлением в любой территориальный отдел полиции, сотрудники которого обязаны принять у вас заявление и выдать талон-уведомление, а также разъяснить порядок и сроки рассмотрения вашего заявления, по результатам рассмотрения которого должно быть принято соответствующее процессуальное решение, а именно возбуждение уголовного дела, отказ в возбуждении уголовного дела, либо решение о передаче сообщения по подследственности в соответствии со ст. 151 УПК РФ, о чём сотрудники полиции обязаны вас уведомить.

В случае несогласия с принятым сотрудниками полиции процессуальным решением, вы имеете право обжаловать данное решение, обратившись с заявлением в прокуратуру либо в суд.
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